![Logo

Description automatically generated](data:image/png;base64,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)

***Protecting our Information***

**VIRGIN MEDIA O2**

**Server Configuration Standard Exception**

**On-Premise RHEL 8.4 Build Development**

CIRCULATION LIST *(individual and role)*

|  |  |  |
| --- | --- | --- |
| **Name** | **Title** | **Business Unit or company name** |
| Samydurai Hariraman | Build Manager | TCS |
| Peter Chung |  | Fraud & Security |
| Seth Yates | Senior Systems Administrator | TCS |
| Fai Tao | Senior Systems Administrator | TCS |
| Julian Jeffery | Head of Policy & CR | Fraud & Security |
| Joy Turner | Security Risk & Reporting Manager | Fraud & Security |
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This is an unpublished work. No part of this document may be copied, photocopied, reproduced, translated or reduced to any electronic or machine-readable form without the prior permission of Telefónica UK Limited.

What Is Risk

* For the purposes of the document, risk is the probability that a particular security threat, if exploited, will trigger or initiate a potential impact to the Telefónica UKbusiness which could lead to financial loss or impact to brand name.

**Risk = Threat x Ease of Exploitation x Likelihood of Exploitation x Impact**

* In breaking down the security risk in this way, the security requirements and the non compliance implications are better evaluated, prioritised and managed when estimating overall project requirement and the potential impact of non compliancy with any of the security requirements.

Explanation of Hardening risk rating symbols

|  |  |
| --- | --- |
| **Severity Of Risk** | **Hardening Risk Classification** |
| High 💣💣💣 | * Of greatest concern, must be implemented. The identified hardening recommendation is considered to have a high likelihood of exploitation, easy to exploit, far-reaching in scope, has the potential of a significant impact if exploited or is not being resolved by mitigating controls. |
| Medium 💣💣 | * Of concern, addresses an attack or issue that should be mitigated by implementing the recommendation. The recommendation is considered to have a moderate likelihood of exploitation, to have a moderate impact if exploited, or to be partially resolved by compensating controls. |
| Low 💣 | * Of little overall security concern, but of benefit to implement. Hardening recommendation is considered to be very unlikely to lead to a compromise, to have a low impact if exploitation was to occur, or to be acceptably controlled by existing configuration safeguards and compensating controls. |

# 1. INTRODUCTION

Telefónica UK strives to ensure that its systems and services comply with the industry standards when protecting customer’s data and to that end, Telefónica UK has introduced various security hardening standards across its business to ensure that all systems have a minimum security baseline that can be reviewed for compliance and gives the business owner a level of confidence that their system has an acceptable security posture. Hardening standards form the basis of a security configuration policy that removes all know default configuration issues and allows the system to be protected against known vulnerabilities that can be exploited by a malicious user. All systems that can not comply with the appropriate security hardening standard must apply for a security hardening exception to the requirement that must be approved by the appropriate security team and business owner or senior manager taking into account the provisions set out in the Telefónica Europe Risk Management Policy on acceptance of risk and individuals delegated authority limits.

This documents aim is to ensure that all Telefónica UK systems have a auditable security posture which is applied across the **RHEL 8 Standard Build** platform.

1.1 This document relates to the **RHEL 8 Standard Build** platform only.

1.2 This document is provided to explain the potential risks caused by this exception to the Telefónica UK security hardening standard being accepted, the mitigation in place to manage this risk and the recommendation that the risk be accepted.

**Important Note:** this exception will cover the servers relating to the **RHEL 8 Standard Build** platform and all non compliances must have a justifiable business reason and assigned risk level for all non compliances with the security hardening standard.

# 2. REASONS FOR EXCEPTION REQUEST

2.1 It is requested that a **RHEL 8 Standard Build platform** business exception to the “**CIS Red Hat Enterprise Linux 8 Benchmark v1.0.1”** is granted against all **RHEL 8.4.** Any additional exception will require an amendment to this document and further approval for the system exception.

2.2 All exceptions listed in this document will reduce functionality considerably; the majority of which pose low threat to corporate data being compromised. All exceptions will however be reviewed on a yearly basis.

# 3. RISK ASSESSMENT

3.1 **The Risk** - Before requesting this exception a risk analysis has been conducted to see what compensating controls are in place which would mitigate this risk. A list of non compliances can be viewed in the Appendix A.

3.2 **Mitigation** – The following has been put in place as business mitigation overview and specific controls with business justification can be viewed in Appendix A

* All exceptions have compensating controls in place that will mitigate any potential risk. These will also be reviewed yearly.

3.3 **Outcome** – The **RHEL 8.4 Standard Build** project team believe that there are sufficient mitigating controls in place (where technically possible) which act to prevent any potential risk of corporate data being compromised.

3.4 F&S have no objection to this exception being granted.

3.5 **Exception Risk Level** = **Low**

3.6 **Risk Level Justification**

The risk assignment has been assessed as low due to the average risk level assigned to all risks. Amount of non compliances that have been identified that need an exception until further investigation and testing can be arranged

4. RISK AUTHORISATION

4.1 The Telefónica UK Security Hardening Standard exceptions process requires that exceptions to any security standards are authorised at the appropriate level of the business. This document is therefore submitted to Peter Chungto evaluate this request and advise F&S if they are prepared to accept the risk of not conforming to the CIS Security Hardening Standard on this case.

4.2 This risk has been placed on the Technology Risk Register and will be reviewed within 12 months, and then on a continual 12 month basis, to ensure that the exception is still appropriate and approved by **Sean Yeates**. Any additional system non compliance will require amendment to this exception document raised for that service.

4.3 **Risk Acceptance**

**Exception Start Date: 3/Mar/2022**

**Exception Raised By: Seth Yates / Samydurai**

**Exception Approved By: Sean Yeates**

**Exception Expiry Date: 2 / Mar /2023**

Detailed information can be found below documents

CIS Red Hat Enterprise Linux 8 Benchmark v1.0.1
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**Appendix A**

**List of Security Hardening Exceptions**

| **CIS Ref No** | **CIS Requirement** | **Description** | **Business Justification** | **Risk level** |
| --- | --- | --- | --- | --- |
| 1.4.2 | [Ensure filesystem integrity is regularly checked](file:///C:\Users\hariras1\Desktop\Build%20Review\RHEL%208.4\2022%20-Mar%20Review\dmmlw-rhel84-002-report-20220203T111610Z\dmmlw-rhel84-002-report-20220203T111610Z.html#detail-w107aad407d232) | Description:  Periodic checking of the filesystem integrity is needed to detect changes to the filesystem.  Periodic file checking allows the system administrator to determine on a regular basis if critical files have been changed in an unauthorized fashion. | False positive.  The required cron job exists.However CIS is not detecting and failing. | Low risk |
| |  |  | | --- | --- | |  | [3.4.3.4](file:///C:\Users\hariras1\Desktop\Build%20Review\RHEL%208.4\2022%20-Mar%20Review\dmmlw-rhel84-002-report-20220203T111610Z\dmmlw-rhel84-002-report-20220203T111610Z.html#detail-w107aad407d301) | | [Ensure nftables loopback traffic is configured](file:///C:\Users\hariras1\Desktop\Build%20Review\RHEL%208.4\2022%20-Mar%20Review\dmmlw-rhel84-002-report-20220203T111610Z\dmmlw-rhel84-002-report-20220203T111610Z.html#detail-w107aad407d301) | Configure the loopback interface to accept traffic. Configure all other interfaces to deny traffic to the loopback network  Loopback traffic is generated between processes on a machine and is typically critical to operation of the system. The loopback interface is the only place that loopback network traffic should be seen, all other interfaces should ignore traffic on this network as an anti-spoofing measure. | The firewalld service is enabled and manages nftables.  We can add a rule to firewalld for loopback traffic, but this doesn't get a pass in CIS. | Low risk |
| [3.4.3.6](file:///C:\Users\hariras1\Desktop\Build%20Review\RHEL%208.4\2022%20-Mar%20Review\dmmlw-rhel84-002-report-20220203T111610Z\dmmlw-rhel84-002-report-20220203T111610Z.html#detail-w107aad407d303) | [Ensure nftables default deny firewall policy](file:///C:\Users\hariras1\Desktop\Build%20Review\RHEL%208.4\2022%20-Mar%20Review\dmmlw-rhel84-002-report-20220203T111610Z\dmmlw-rhel84-002-report-20220203T111610Z.html#detail-w107aad407d303) | Description:  Base chain policy is the default verdict that will be applied to packets reaching the end of the chain.  There are two policies: accept (Default) and drop. If the policy is set to accept , the firewall will accept any packet that is not configured to be denied and the packet will continue transversing the network stack.  It is easier to white list acceptable usage than to black list unacceptable usage. | The firewalld service is enabled and manages nftables.  We can change the "target" for firewalld from "default" to "DROP", which adds blocking of ping, but this doesn't get a pass in CIS. | Low risk |
| |  |  | | --- | --- | |  | [3.4.3.7](file:///C:\Users\hariras1\Desktop\Build%20Review\RHEL%208.4\2022%20-Mar%20Review\dmmlw-rhel84-002-report-20220203T111610Z\dmmlw-rhel84-002-report-20220203T111610Z.html#detail-w107aad407d304) | | [Ensure nftables service is enabled](file:///C:\Users\hariras1\Desktop\Build%20Review\RHEL%208.4\2022%20-Mar%20Review\dmmlw-rhel84-002-report-20220203T111610Z\dmmlw-rhel84-002-report-20220203T111610Z.html#detail-w107aad407d304) | Description:  The nftables service allows for the loading of nftables rulesets during boot, or starting of the nftables service  The nftables service restores the nftables rules from the rules files referenced in the /etc/sysconfig/nftables.conf file durring boot or the starting of the nftables service | The firewalld service is enabled and manages nftables. | Low risk |
| |  |  | | --- | --- | |  | [3.4.3.8](file:///C:\Users\hariras1\Desktop\Build%20Review\RHEL%208.4\2022%20-Mar%20Review\dmmlw-rhel84-002-report-20220203T111610Z\dmmlw-rhel84-002-report-20220203T111610Z.html#detail-w107aad407d305) | | [Ensure nftables rules are permanent](file:///C:\Users\hariras1\Desktop\Build%20Review\RHEL%208.4\2022%20-Mar%20Review\dmmlw-rhel84-002-report-20220203T111610Z\dmmlw-rhel84-002-report-20220203T111610Z.html#detail-w107aad407d305) | Description:  nftables is a subsystem of the Linux kernel providing filtering and classification of network packets/datagrams/frames.  The nftables service reads the /etc/sysconfig/nftables.conf file for a nftables file or files to include in the nftables ruleset.  A nftables ruleset containing the input, forward, and output base chains allow network traffic to be filtered.  Changes made to nftables ruleset only affect the live system, you will also need to configure the nftables ruleset to apply on boot. | The firewalld service is enabled and manages nftables. | Low risk |
| 4.2.1.5 | Ensure rsyslog is configured to send logs to a remote log host | The rsyslog utility supports the ability to send logs it gathers to a remote log host running syslogd(8) or to receive messages from remote hosts, reducing administrative overhead. | False positive  Initial builds have a templated config for this, but require additional information from the Arcsight team on the particular log host is used to finalise. | Low risk |
| 4.2.3 | Ensure permissions on all logfiles are configured | Log files stored in /var/log/ contain logged information from many services on the system, or on log hosts others as well. | The main system log (/var/adm/messages) needs to be readable by all so BMC Patrol can perform all required monitoring.  A few other log files are also readable by regular users. These file don’t contain sensitive information and may be useful for regular users to have read access. | Low risk |
| 5.5.2 | [Ensure system accounts are secured](file:///C:\Users\hariras1\Desktop\Build%20Review\RHEL%208.2\cnmlw-rhel82-001-report-20201127T175625Z.HTML#detail-w107aad287d329) | There are a number of accounts provided with Red Hat 7 that are used to manage applications and are not intended to provide an interactive shell. | The following user accounts are the cause of the failure: metron, patrol, patrolcon, oracle, and qualys. All of these require login access and the UID number (below 1000 is considered system accounts) are dictated by the teams which use these accounts.  Metron = 120  Patrol = 124  Patrolcon = 125  Oracle = 200  Qualys = 123  These UIDs are decided by the particular teams in their documentation. They’re not system accounts as such, ie. not part of a standard operating system and do require interactive shell to be useful. | Low risk |
| 6.2.7 | [Ensure users' home directories permissions are 750 or more restrictive](file:///C:\Users\hariras1\Desktop\Build%20Review\RHEL%208.2\cnmlw-rhel82-001-report-20201127T175625Z.HTML#detail-w107aad287d366) | Description:  While the system administrator can establish secure permissions for users' home directories, the users can easily override these.  Group or world-writable user home directories may enable malicious users to steal or modify other users' data or to gain another user's system privileges.  Making global modifications to user home directories without alerting the user community can result in unexpected outages and unhappy users. Therefore, it is recommended that a monitoring policy be established to report user file permissions and determine the action to be taken in accordance with site policy. | Patrol prerequisities required same home directory (/opt/BMC/PATROL) and group write permission set for Patrol and patrolcon users.  Exception required for enabling group write permission. |  |
| 6.2.8 | Ensure users own their home directories | The user home directory is space defined for the particular user to set local environment variables and to store personal files. | As a Patrol prerequisities, Patrol and Patrolcon users sharing same  home directory(/opt/BMC/PATROL) . Exception required as two users sharing same home directory. | Low risk |